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Besondere Bestimmungen digitale Banking Services

Dieser Text gilt sinngemass fur weibliche und eine Mehrzahl von Personen.

Die Besonderen Bestimmungen digitale Banking Services regeln die
Nutzung der digitalen Services der Bank durch den Vertragspartner
und andere Benutzer. Als «Vertragspartner» gilt diejenige Person,
welche die Geschaftsbeziehung bei der Bank fuhrt. Als «Benutzer»
gelten diejenigen Personen, welche als Vertragspartner oder bevoll-
méchtigte Person die digitalen Services nutzen.

Mit der Nutzung der digitalen Services anerkennt der Vertragspartner
bzw. der Benutzer die vorliegenden Besonderen Bestimmungen di-
gitale Banking Services sowie die Datenschutzerklarung. Die Allge-
meinen Geschaftsbedingungen (AGB), das Depotreglement sowie
weitere Vereinbarungen zwischen Vertragspartner und Bank, sind fur
den Benutzer verbindlich. Der Vertragspartner hat die Benutzer dar-
Uber sowie Uber weitere wesentliche Informationen, insbesondere
Risikoaufklarungen, in Kenntnis zu setzen bzw. aufzuklaren.

Die Bank behlt sich jederzeit Anderungen der besonderen Bestim-
mungen digitale Banking Services vor.

1. Umfang der digitalen Services

Die digitalen Services ermdglichen es dem Vertragspartner, seine
Bankgeschafte online zu erledigen und Informationen abzurufen. Er
kann insbesondere Konto- und Depotinformationen abrufen, Zah-
lungs- und Boérsenauftrage abwickeln sowie Karteninformationen ab-
fragen und Kartenmutationen vornehmen.

Der Umfang der jeweils verfluigbaren digitalen Services wird durch die
Bank festgelegt und kann jederzeit geéndert, weiterentwickelt sowie
erhoht oder reduziert werden.

2. Zugang zu den digitalen Services

2.1  Technische Voraussetzungen

Der Zugang zu den digitalen Services erfolgt Uber das Internet iber
einen Netzbetreiber (Provider). Hierzu benétigt der Benutzer die ent-
sprechende Hard- und Software, welche im Verantwortungsbereich
des Benutzers liegen.

Der Benutzer ist verpflichtet, die notwendigen Sicherheitsvorkehrun-
gen zu treffen, insbesondere seine Zugriffsgerate angemessen ge-
gen den unbefugten Zugriff durch Dritte und gegen Cyberrisiken zu
schiitzen und die Sicherheitseinstellungen seiner Zugriffsgerate auf
dem aktuellen Stand zu halten.

2.2 Legitimationsprifung

Zugang zu den digitalen Services erhalt, wer sich durch Eingabe der
personlichen Legitimationsmerkmale (wie z.B. Identifikation uber
App-Losung, Passwort, Legitimationskennziffern, Hardware-Token
nachstehend «Legitimationsmittel» genannt) gegentiber der Bank le-
gitimiert hat. Dem Benutzer werden die personlichen Legitimations-
mittel zum bestimmungsmassigen Gebrauch zur Verfigung gestellt.
Die Bank kann die Legitimationsmittel jederzeit aus sachlichen Griin-
den austauschen oder anpassen.

Erfolgt eine Legitimation mittels biometrischer Daten, liegt es am Be-
nutzer, sicherzustellen, dass er die einzige Person ist, deren biomet-
rische Daten auf dem Gerét hinterlegt sind. Die Bank hat weder die
Mdglichkeit, die auf dem jeweiligen Zugriffgerat hinterlegten biomet-
rischen Daten einzusehen noch diese zu kontrollieren oder zu beein-
flussen. Das verwendete Gerat ist durch den Benutzer vor unbefug-
tem Zugriff zu schiitzen.

Im Rahmen der Legitimationsprifung ist die Bank berechtigt, beauf-
tragten Dritten die Legitimationsmittel des Benutzers bekannt zu ge-
ben.

2.3 Nutzungsverantwortung
Der Vertragspartner tragt das Risiko und die Schéaden, welche Be-
nutzer bei der Nutzung der digitalen Services verursachen.

Jede sich mittels der Legitimationsmittel legitimierende Person, un-
abhangig von ihrem internen Rechtsverhaltnis zum Vertragspartner
und ungeachtet anderslautender Handelsregistereintrage, Verdoffent-
lichungen oder Regelungen auf den Unterschriftendokumenten, darf
seitens der Bank als korrekt legitimierter Benutzer betrachtet werden.
Die Bank darf daher ohne weitere Uberpriifung der Berechtigung von
einer solchen Person Auftrage und rechtsverbindliche Mitteilungen
entgegennehmen. Dies gilt auch, wenn es sich bei dieser Person um
einen unberechtigten Benutzer handelt, der sich legitimieren konnte.
Samtliche Handlungen, die aufgrund der vorerwahnten Legitimation-
spriifung erfolgen, sind vom Vertragspartner zu verantworten.

Der Vertragspartner anerkennt vorbehaltlos samtliche Transaktio-
nen, Geschéfte, Vereinbarungen und Erklarungen, welche im Rah-
men der digitalen Services unter Verwendung der Legitimationsmittel
des Benutzers getétigt werden. Samtliche Instruktionen, Auftrage
und Mitteilungen, welche die Bank auf diesem Weg erreichen, sind
fur den Vertragspartner verbindlich.

2.4 Auftragserteilung

Die Bank wird vom Vertragspartner beauftragt, die bei ihr Gber die
digitalen Services eingehenden Auftrage auszufiihren sowie den In-
struktionen und Mitteilungen nachzukommen, falls die systemge-
masse Legitimationspriifung erfolgt ist. Werden der Bank im Rahmen
der Nutzung der digitalen Services Auftrage erteilt, so ist sie berech-
tigt, einzelne Auftrage nach ihrem freien Ermessen abzulehnen.

Falls der Benutzer vom Vertragspartner gegeniiber der Bank aus-
serhalb der digitalen Services nicht separat als Bevollméachtigter er-
nannt wurde und die Bank ihn als solchen akzeptiert hat, fiihrt die
Bank keine Auftrage aus und kommt keinen Instruktionen nach, falls
diese vom Benutzer ausserhalb der digitalen Services bermittelt
werden.

Die Bank hat das Recht, jederzeit und ohne Angabe von Griinden
die Entgegennahme von Instruktionen, Auftrdgen und Mitteilungen
Uber die digitalen Services abzulehnen.

Erteilt der Benutzer der Bank einen Auftrag, welcher nicht oder nur
teilweise auftragsgeméss ausgefiihrt wurde, muss dies umgehend
bei der Bank beanstandet werden.

2.5 Sperrung des Zugangs

Der Benutzer kann seinen Zugang zu den digitalen Services selbst
sperren oder sperren lassen. Der Vertragspartner kann die Sperrung
des Zugangs eines Benutzers bei der Bank verlangen. Die Sperre
kann wahrend der Ublichen Geschéftszeit bei der kontofiihrenden
Geschéftsstelle der Bank oder ausserhalb der Ublichen Geschéfts-
zeiten bei der E-Banking Hotline verlangt werden und muss der Bank
unverzuglich schriftlich bestétigt werden.

In dringenden Féllen kann der Benutzer seinen Zugang in Eigenregie
sperren, indem er die Legitimationsmittel bewusst mehrfach falsch
eingibt, bis die sicherheitsbedingte Sperre aktiviert wird. Die Sperre
kann auf Antrag des Vertragspartners bei der Bank wieder aufgeho-
ben werden.

Besteht Anlass zum Verdacht, dass unbefugte Drittpersonen Kennt-
nis von Legitimationsmitteln des Benutzers gewonnen oder Zugang
zu den digitalen Services erhalten haben oder bei Verdacht auf Miss-
brauch hat der Benutzer unverzuglich die Sperrung zu veranlassen
und die Bank zu informieren.

Die Bank ist jederzeit berechtigt, den Zugang des Benutzers ganz

oder teilweise zu sperren, ohne Angabe von Grinden und ohne vor-
gangige Kiindigung.

Seite 1/5



3. Kosten und Entschadigungen

Dem Vertragspartner stehen die allgemeinen Dienstleistungen der
Bank im Rahmen der digitalen Services kostenlos zur Verfligung. Die
Bank hat das Recht Gebiihren fur die Nutzung der digitalen Services
einzufilhren und abzuéndern. Die Einfiilhrung oder Anderung von
Kosten wird dem Vertragspartner durch elektronische Anzeige, Mit-
teilung in den digitalen Services oder auf andere geeignete Weise
mitgeteilt. Die Einfihrung oder Anderung gilt ohne schriftlichen Wi-
derspruch innert Monatsfrist ab Bekanntgabe als genehmigt.

Der Vertragspartner erméachtigt die Bank, allféllige Kosten und Ge-
buhren einem Konto des Vertragspartners zu belasten.

4. Sorgfaltspflichten

Der Benutzer ist verpflichtet, sein Passwort bei einer allfélligen Zu-
stellung durch die Bank unverzuglich nach Erhalt zu &ndern. Das
Passwort ist anschliessend durch den Benutzer regelmassig zu &an-
dern.

Der Benutzer ist verpflichtet, alle Legitimationsmittel geheim zu hal-
ten und gegen missbrauchliche Verwendung durch Unbefugte zu
schiitzen. Inshesondere darf ein allfalliges Passwort nach seiner An-
derung nicht aufgezeichnet oder ungeschitzt auf dem Computer des
Benutzers gespeichert oder unbefugten Dritten offengelegt werden.
Das Passwort darf Uiberdies nicht aus naheliegenden, leicht ermittel-
baren Daten (Namen, Geburtsdaten, Telefonnummern, Autokenn-
zeichen usw.) bestehen.

Die Bank wird zu keinem Zeitpunkt weder mit dem Vertragspartner
noch mit dem Benutzer elektronisch oder telefonisch in Kontakt tre-
ten, um Zugangsdaten zu erfragen oder dazu aufzufordern, Legiti-

mationsmittel fir die Nutzung der digitalen Services bekannt zu ge-
ben.

Der Vertragspartner tragt sdmtliche Folgen, die sich aus der Preis-
gabe und der auch missbrauchlichen Verwendung der Legitimations-
mittel der Benutzer ergeben.

Der Benutzer nimmt zur Kenntnis, dass er alle im Zusammenhang
mit den digitalen Services abzuwickelnden Auftrage selbst erfassen
muss. Fehlerhaft erfasste Auftrage konnen in der Regel nicht geén-
dert werden. Der Bank obliegt keine Uberwachungspflicht.

5. Elektronische Konto-/Depotdokumente

Der Vertragspartner anerkennt, dass die schriftliche Mitteilung und
die Mitteilung in elektronischer Form in gleicher Weise verbindlich
sind.

Sobald die elektronischen Konto-/Depotdokumente fiir den Benutzer
auf der digitalen Services-Umgebung abrufbar sind, gelten diese
dem Vertragspartner als zugestellt. Hat der Benutzer die Konto-/De-
potdokumente abgerufen, so sind diese mindestens wéahrend drei
Monaten verfligbar.

Die Verantwortung fur die Aufbewahrung der Konto-/Depotdoku-
mente liegt allein beim Benutzer. Fir allfallige Beanstandungen be-
zuglich der getatigten Transaktionen gelten die Allgemeinen Ge-
schéftsbedingungen der Bank. Der Vertragspartner hat jederzeit das
Recht, Konto-/Depotdokumente in Papierform zu beziehen. Dabei er-
klart sich der Vertragspartner mit der jeweiligen Gebihrenordnung
der Bank einverstanden.

6. Gesicherter Kommunikationskanal

Im Rahmen der digitalen Services stellt die Bank dem Benutzer einen
gesicherten Kommunikationskanal mit der Bank zur Verfigung, tber
welchen der Benutzer und die Bank Mitteilungen sowie Dokumente
austauschen kdénnen. Durch den Benutzer Ubermittelte Mitteilungen
und Dokumente werden zu den blichen Geschéftszeiten der Bank
bearbeitet.

Uber den gesicherten Kommunikationskanal diirfen keine zeitkriti-
schen Auftrage (wie z.B. Zahlungs- oder Borsenauftrage) erteilt wer-
den.

SLM

Mitteilungen und Dokumente gelten dem Vertragspartner als zuge-
stellt, sobald diese fur den Benutzer auf der digitalen Services-Um-
gebung abrufbar sind. Der Benutzer hat daher sicherzustellen, die
entsprechenden Mitteilungen und Dokumente zeitgerecht zur Kennt-
nis zu nehmen und dem Vertragspartner zur Kenntnis zu bringen.

Der Benutzer ist bei Erhalt eines Dokuments tber diesen Kommuni-
kationskanal verpflichtet, die Dokumente ausserhalb der digitalen
Services zu speichern.

Die Bank ist berechtigt, bei Uberschreitung des Speicherplatzes oder
nach Ablauf einer Frist die digital zur Verfligung gestellten Doku-
mente zu l6schen.

7. Elektronische Unterzeichnung von Dokumenten
Ausgewahlte Dokumente kdnnen mittels digitalen Services entspre-
chend der Zeichnungsberechtigung elektronisch signiert werden.
Dokumente, die zur elektronischen Unterzeichnung zur Verfugung
gestellt werden, sind durch den Benutzer sorgféltig auf Vollstéandig-
keit und Richtigkeit zu prifen. Bei Unvollsténdigkeit oder Unrichtig-
keit hat der Benutzer dies umgehend bei der Bank zu beanstanden.
Diese Dokumente konnen digital signiert werden. Mittels elektroni-
scher Signatur dieser Dokumente erklart sich der Kunde mit dem
Inhalt der Dokumente einverstanden und bestétigt, diese gelesen
und verstanden zu haben. Elektronisch signierte Dokumente entfal-
ten dieselbe Wirkung wie handschriftlich unterzeichnete. Ausge-
druckte Kopien, die nachtraglich handschriftlich unterzeichnet wer-
den, entfalten nur Rechtswirkung, wenn sie von der Bank akzeptiert
werden.

Zur Ausstellung entsprechender Zertifikate fur die elektronische
Signatur stellt der Benutzer der Bank die hierfiir benétigten Daten
(z.B. Vorname, Name, Geburtsdatum, Nationalitat, Ausweisart und
Ausweisnummer) zur Verfiigung und erméchtigt die Bank diese
zwecks Ausstellung des Zertifikats einem durch die Bank beauftrag-
ten Zertifizierungsdienstleister weiterzuleiten.

Auf der digitalen Services-Umgebung signierte Dokumente werden
dem Benutzer fur einen bestimmten Zeitraum durch die Bank zur
Verfligung gestellt. Der Benutzer hat diese Dokumente ausserhalb
der digitalen Services abzuspeichern.

Der Vertragspartner anerkennt ausdricklich die Verbindlichkeit und
Giiltigkeit von Zertifikaten und elektronischen Signaturen, welche
durch die von der Bank eingesetzten Zertifizierungsdienstleister
ausgestellt werden als Beweismittel fiir alle Handlungen und Trans-
aktionen zwischen dem Vertragspartner und der Bank.

8. Benachrichtigungsdienste

Im Rahmen der digitalen Services stellt die Bank dem Benutzer die
Mdoglichkeit zur Verfligung, Uber bestimmte Ereignisse mittels elekt-
ronischer Kommunikation benachrichtigt zu werden (z.B. SMS, E-
Mail oder Push-Benachrichtigungen). Mit der Aktivierung von Be-
nachrichtigungsdiensten stimmt der Benutzer der Zustellung der ge-
wahlten Benachrichtigungen explizit zu. Der Vertragspartner und
der Benutzer nehmen zur Kenntnis, dass im Rahmen dieser Be-
nachrichtigungen personenbezogene Daten und dem Bankkunden-
geheimnis unterstehende Daten tbermittelt werden. Diese Uber-
mittlung kann Uber ungesicherte Kanéle erfolgen, welche durch die
Bank nicht kontrolliert werden.

Aus technischen Griinden ubernimmt die Bank keine Gewahr, dass
diese Benachrichtigungen tatséchlich dem Benutzer zugehen.
Technische Griinde kdnnen dabei z.B. Verzdégerungen, Fehlleitun-
gen oder Serviceunterbriche sein.

9. API-Schnittstelle zu Drittdienstleistern

9.1 Umfang

Die Bank bietet dem Vertragspartner bzw. den Benutzern den Aus-
tausch von konto- und depotbezogenen Daten und Informationen
mit Drittdienstleistern (z.B. Fintechs) an («Informationsaustausch»),
welcher fir die Erbringung von gewissen Dienstleitungen notwendig
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ist. Dieser Informationsaustausch erfolgt (iber eine gesicherte API-
Schnittstelle (Application Programming Interface), die von der Bank
zur Verfugung gestellt wird. Mittels dieser Schnittstelle kénnen Be-
nutzer Software sowie andere technische Losungen und Dienstleis-
tungen von Drittdienstleistern in Verbindung mit den digitalen Ser-
vices der Bank nutzen. Die sorgféltige Auswabhl eines Drittdienst-
leisters sowie dessen Uberwachung obliegt ausschliesslich dem
Benutzer. Die Bank trifft weder eine Uberwachungs- noch eine Kon-
trollpflicht des Drittdienstleisters.

Die Bank ubermittelt die Daten geméss Auftrag des Benutzers an
den Drittdienstleister. Der entsprechende Drittdienstleister ist vom
Benutzer zu wahlen und zu aktivieren.

Die Ubermittlung der Daten erfolgt indirekt tiber die Plattform
«bLink» von der SIX BBS AG (SIX) («Plattform»), Die Pflicht der
Bank ist dabei auf die Ubermittlung der Daten bzw. der Entgegen-
nahme von Daten («Use Cases») Uber diese Schnittstelle be-
schrankt.

Nach erfolgter Freigabe der Schnittstelle durch die Bank, wird die
Bank entsprechende Datenabfragen beantworten und Auftrage von
den Drittdienstleitstern entgegennehmen («Service Calls»). Sofern
der Service Call einen Auftrag an die Bank enthalt (z.B. Zahlungs-
auftrag), kann eine zusétzliche Freigabe in den digitalen Services
der Bank erforderlich sein.

Die im Rahmen des Informationsaustauschs Ubermittelten Daten
kénnen gegenuber anderen von der Bank ubermittelten Daten und
Belegen abweichen. So wird zum Beispiel der Wert der Transaktio-
nen per Transaktionsdatum statt per Valutadatum beriicksichtigt.

Die Bank behalt sich das Recht vor, den Umfang des Leistungsan-
gebots anzupassen. Insbesondere kénnen neue Use Cases einge-
fihrt, bestehende geandert oder eingestellt werden.

9.2 Identifizierungsschlussel

Nach der Aktivierung des Informationsaustauschs in den digitalen
Services der Bank unter Verwendung der giiltigen Legitimationsmit-
tel, wird die Bank einen elektronischen Identifizierungsschliissel
(«Token») ausstellen. Der Token wird von der Bank Uber die Platt-
form an den Drittdienstleister Gibermittelt. Die Bank hat keinen Ein-
fluss auf die rechtmassige Verwendung des Tokens beim Dritt-
dienstleister. Sofern ein Service Call vom Drittdienstleister oder der
Plattform mit dem entsprechenden Token versehen ist, beantwortet
die Bank diesen. Der Drittdienstleister ist fur die sichere Verwaltung
und die durch ihn erbrachte Datenbearbeitung selbst verantwortlich.
Die Bank tibernimmt hierfiir keine Uberwachungs- oder sonstige
Pflichten.

9.3 Spezielle Sorgfaltspflichten

Falls der Benutzer den Informationsaustausch zwischen der Bank
und einem von ihm gewahlten und aktivierten Drittdienstleister be-
enden oder auf einzelne Geréte einschrénken méchte, muss der
Benutzer den Informationsaustausch zum entsprechenden Dritt-
dienstleister I6schen oder einschréanken. Die Beendigung oder Ein-
schrankung hat in den digitalen Services der Bank zu erfolgen. Bis
zu dieser Loschung oder Einschrankung durch den Benutzer wer-
den Service Calls des Drittdienstleisters beantwortet.

Der Drittdienstleister Uberprift die Zugriffsberechtigung des Benut-
zers anhand von ihm ausgestellten Legitimationsmitteln. Der Benut-
zer halt diese Legitimationsmittel geméass den Bestimmungen des
Drittdienstleisters geheim und schiitzt sie gegen missbrauchliche
Verwendung durch Unbefugte.

Der Vertragspartner nimmt zur Kenntnis, dass samtliche Benutzer
entsprechende API-Schnittstellen zu Drittdienstleistern einrichten
kénnen.
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9.4  Zugelassene Drittdienstleister

Benutzer kdnnen selbst wéhlen, welche Drittdienstleister aktiviert
werden sollen. Sie kénnen jedoch nur solche Drittdienstleister wéh-
len, die von der Bank und der Plattform zugelassen wurden. Die
Bank behalt sich das Recht vor, bestimmte Drittdienstleister, ohne
Angabe von Grinden, auszuschliessen.

Der Vertragspartner und die Benutzer nehmen zur Kenntnis, dass
die Zugriffsberechtigung beim Drittdienstleister von derjenigen der
Bank abweichen kann. Der Drittdienstleister erbringt seine Dienst-
leistungen ohne Mitwirkung oder Kontrolle durch die Bank. Es liegt
daher im Verantwortungsbereich des Vertragspartners bzw. des
Benutzers die Zugriffsberechtigung beim Drittdienstleister zu Gber-
wachen und bei Bedarf anzupassen.

9.5 Datenverwendung durch den Drittdienstleister

Der Vertragspartner und die Benutzer nehmen zur Kenntnis, dass
mit der Ubermittlung der Daten tber die Plattform an den Dritt-
dienstleister diese Kenntnis Uber die entsprechenden Daten erhal-
ten und entbindet hiermit die Bank von den Geheimhaltungspflich-
ten und willigt in die entsprechende Datenbekanntgabe ein. Der Da-
tenfluss erfolgt Gber den Service Call, der vom Drittdienstleister in-
direkt Uber die Plattform an die Bank gesendet wird.

Die Ubermittlung der Daten iiber die Plattform zum Drittdienstleister
bzw. vom Drittdienstleister in die Systeme der Benutzer sowie die
Datenverwendung beim Drittdienstleister selbst richten sich aus-
schliesslich nach den Vertragen des Drittdienstleisters, insbeson-
dere nach dessen Datenschutzerklarung. Der Drittdienstleister ist
fur die Gewabhrleistung der Sicherheit sowie die Einhaltung des Da-
tenschutzes in seinem Leistungsbereich verantwortlich. Die Bank
hat keinerlei Einfluss auf oder Kontrolle tiber die Datenverwendung
und die Sicherheitsmassnahmen des Drittdienstleisters. Daten kon-
nen durch diesen auch im Ausland gespeichert werden. In diesem
Fall unterliegen die Daten nicht den Schutzvorschriften des schwei-
zerischen Rechts, insbesondere nicht dem Bankkundengeheimnis.
Der Drittdienstleister handelt ausschliesslich als vom Benutzer bei-
gezogene Hilfsperson. Deshalb lehnt die Bank jegliche Uberwa-
chungs- oder Kontrollpflicht und jegliche sonstige Verantwortung fir
Leistungen oder Unterlassungen des Drittdienstleisters ab.

9.6 Datenverwendung durch die Plattform
Die Daten des Vertragspartners bzw. des Benutzers kénnen von
der Betreiberin der Plattform bearbeitet und gespeichert werden.
Die Daten kénnen durch die Betreiberin der Plattform fir folgende
Zwecke verwendet werden:

e  Betrieb der Plattform

e Unterstiitzung und Uberwachung von Datenabfragen

und Auftragen
e  Weiterentwicklung des Informationsaustauschs

Die Bank hat keine Kontrolle uber die Verwendung der Daten durch
die Betreiberin der Plattform.

9.7 Datenverwendung durch die Bank

Der Vertragspartner und der Benutzer stimmen zu, dass die Bank
die Daten, welche sie im Rahmen des Informationsaustauschs von
Dritten erhdlt, zur gesamtheitlichen Beratung nutzen, Uberprifen
sowie im Rahmen der gesetzlichen Vorgaben weiterverwenden
darf.

9.8 Haftung bei Nutzung des Informationsaustauschs

Die Bank hat keinen Einfluss auf den Informationsaustausch, die
Leistungserbringung durch den Drittdienstleister sowie die Betreibe-
rin der Plattform. Der Bank obliegt keine Uberwachungs- oder Kon-
trollfunktion Uber den Drittdienstleister sowie die Betreiberin der
Plattform und sie lehnt jegliche Gewahrleistung oder Haftung fir de-
ren Tatigkeiten oder Unterlassungen ab.
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10.  Multibanking

10.1 Umfang

Mittels Multibanking kann der Benutzer die Bank beauftragen, Da-
ten von Drittbanken zu empfangen sowie Auftrdge an diese zu
Ubermitteln. Hierfur stellt die Bank entsprechende Schnittstellen zur
Verfligung oder zieht Plattformen eines Drittdienstleisters bei (z.B.
bLink von der SIX BBS AG).

Die Bank behalt sich das Recht vor, Einbindungen von Drittbanken
abzulehnen, sofern diese nicht ihren bankinternen Anforderungen
entsprechen. Weiter behalt sich die Bank das Recht vor, unvollstén-
dige Dateniibermittlungen abzulehnen (z.B. unvollstandige Zah-
lungsauftrage).

10.2 Identifizierungsschlissel

Der Aktivierungsprozess und der nachfolgende Datenaustausch
zwischen der Bank und dem an Multibanking angeschlossenen
Konto einer Drittbank erfolgt mittels deren Token. Dieser Token
wird mit dem fiir die digitalen Services glltigen Legitimationsmittel
verknupft.

10.3 Spezielle Sorgfaltspflichten bei der Nutzung von Mult-
ibanking

Der Benutzer ist verpflichtet, Daten, die an eine Drittbank Gbermit-

telt werden (z.B. Zahlungsauftrége) zu priifen und die Drittbank bei

allfalligen Unstimmigkeiten umgehend zu informieren.

10.4 Datenschutz bei der Nutzung von Multibanking

Der Vertragspartner und der Benutzer stimmen zu, dass die Bank
die Daten, welche sie im Rahmen von Multibanking von Dritten er-
hélt, zur gesamtheitlichen Beratung nutzen, Uberprifen sowie im
Rahmen der gesetzlichen Vorgaben weiterverwenden darf.

10.5 Haftung beim Einsatz von Multibanking

Die Bank tbernimmt keine Haftung fur die Plattformen von Dritt-
dienstleistern, Drittbanken und von diesen beigezogenen Hilfsper-
sonen. Die Erbringung der Dienstleistung erfolgt mit der bankiibli-
chen Sorgfalt. Die Bank hat jedoch keinen Einfluss auf oder Uber-
wachungsfunktion bei den beigezogenen Plattformen von Dritt-
dienstleistern, den Drittbanken und den von diesen beigezogenen
Dritten.

11. Elektronische Rechnungen (eBill)

Die Bank stellt dem Benutzer die Mdglichkeit zur Verfiigung, am
eBill-Rechnungssystem teilzunehmen und elektronische Rechnun-
gen zu erhalten und zu begleichen. Die Rechnungen kénnen ent-
weder einzeln oder mittels Sammel- oder Dauerfreigabe freigege-
ben werden. Der Benutzer definiert die entsprechenden Regeln.

Damit der Vertragspartner am eBill-Rechnungssystem teilnehmen
kann, muss sich der Vertragspartner im Rahmen der digitalen Ser-
vices legitimieren und sich einmalig bei SIX auf dem eBill-Portal re-
gistrieren.

Der Benutzer kann die mittels eBill-Rechnungssystem eingegange-
nen elektronischen Rechnungen direkt im Rahmen der digitalen
Services zur Zahlung freigeben oder auf elektronische Weise ableh-
nen. Der Benutzer ist verantwortlich die Zahlungsauftrage auf Rich-
tigkeit und Vollstéandigkeit zu prufen.

Die Bank ubernimmt keine Gewabhr fir die Richtigkeit und Vollstan-

digkeit der elektronischen Rechnungen. Beanstandungen bezuglich
dieser Rechnungen (z.B. Art der Zustellung, Inhalt und Betrag) hat

der Vertragspartner an den Rechnungssteller zu richten.

Die Dienstleistung eBill wird von der SIX Paynet AG erbracht.

12. Besonderheiten beim Bankverkehr tiber das Internet und
das offentliche Fernmeldenetz

Im Rahmen der Nutzung der digitalen Services bei der Bank einge-

hende und von der Bank versandte Daten werden, mit Ausnahme
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von Angaben Uber Absender und Empfanger, von der Bank ver-
schlisselt, soweit dies die jeweils verwendeten technischen Verfah-
ren zulassen.

Der Vertragspartner anerkennt, dass das Internet und das 6ffentliche
Funknetz weltweite und offene, grundsétzlich jedermann zugangli-
che Netze darstellen und, dass der digitalen Services Verkehr zwi-
schen dem Benutzer und der Bank tber 6ffentliche, nicht speziell ge-
schitzte Einrichtungen erfolgt; dies gilt sowohl fiir die bei der Bank
eingehenden elektronischen Anweisungen des Benutzers als auch
fur die von der Bank zum Transport Uibergebenen elektronischen
Meldungen an den Benutzer. Die Gber das Internet zu Gbermittelnden
Daten konnen das Gebiet der Schweiz in nicht voraussehbarer
Weise verlassen und zwar auch dann, wenn Absender und Empféan-
ger sich in der Schweiz befinden. Da Absender und Empfanger im
Rahmen der digitalen Services nicht verschlisselt werden, kénnen
die entsprechenden Angaben von unbefugten Dritten gelesen wer-
den. Unbefugte Dritte kdnnen deshalb sowohl in der Schweiz wie
auch im Ausland Riickschlisse auf eine Kundenbeziehung zwischen
der Bank und dem Vertragspartner ziehen.

Die Nutzung der digitalen Services aus dem Ausland oder tber ein
privates Gateway (z.B. VPN) erfolgt auf eigenes Risiko des Benut-
zers. Die Bank lehnt jede Haftung fur Risiken oder Folgen aus einer
solchen Nutzung ausdricklich ab.

13. Haftung der Bank

Die Bank beachtet bei der Erbringung der digitalen Services und
beim Betrieb ihres Rechenzentrums die Ublichen Sorgfaltspflichten.
Voraussehbare Betriebsunterbriiche werden, wenn immer méglich,
im Voraus angekiindigt; Betriebsunterbriiche zu Wartungszwecken
und zur Erweiterung oder Anpassung des Systems der Bank sowie
Betriebsunterbriiche bei vermuteten oder festgestellten Gefahrdun-
gen der Betriebssicherheit bleiben ausdricklich vorbehalten und 16-
sen keinerlei Rechtsanspriiche des Vertragspartners aus. Verarbei-
tungsunterbriiche werden nach Mdglichkeit so rasch wie mdoglich be-
hoben. Durch Verarbeitungsunterbriiche entstehen keine Schaden-
ersatzanspriche des Vertragspartners. Die Bank vermittelt nicht den
technischen Zugang zu ihren Dienstleistungen. Dies ist alleinige Sa-
che des Benutzers. Er nimmt insbesondere zur Kenntnis, dass die
Bank, die fiir die digitalen Services erforderliche spezielle Sicher-
heits-Software grundsatzlich nicht vertreibt. Die Bank tbernimmt
deshalb keine Gewahr weder fur Provider noch fur die Sicherheits-
Software.

Die Bank ubernimmt keinerlei Gewabhr fir Richtigkeit und Vollstén-
digkeit der im Rahmen der digitalen Services angezeigten oder tber-
mittelten Daten und Informationen. Insbesondere Informationen tber
Konti und Depots (Saldo, Ausziige, Transaktionen usw.) sind vorlau-
fig und unverbindlich. Ebenso stellen samtliche Mitteilungen im Rah-
men der digitalen Services keine verbindlichen Offerten dar, es sei
denn, das Angebot werde ausdricklich als verbindliche Offerte ge-
kennzeichnet. Ferner sind Angaben Uber Devisen oder Notenkurse
stets unverbindliche Informationen.

Der Vertragspartner anerkennt, dass der Transport von elektroni-
schen Daten vom Benutzer bis zum Rechenzentrum der Bank und
vom Rechenzentrum der Bank bis zum Benutzer nicht in den Verant-
wortungsbereich der Bank fallt; dieser ist vielmehr vom Benutzer
selbst oder von den von ihm beigezogenen Dritten zu besorgen. Fur
die Bank verbindlich sind stets die auf dem System der Bank getéatig-
ten Transaktionen, wie sie in elektronischen Aufzeichnungen und all-
falligen Computerausdrucken der Bank wiedergegeben sind. Jede
Haftung der Bank fur Schaden, die dem Vertragspartner infolge von
Ubermittlungsfehlern, technischen Mangeln, Stérungen oder Eingrif-
fen Dritter in die Datenlibertragungsinfrastruktur entstehen, ist aus-
geschlossen.

Die Haftung der Bank fiir Schaden, die dem Vertragspartner aus der
Nichterfullung seiner vertraglichen Verpflichtung oder den vertragli-
chen Verpflichtungen des Benutzers entstehen, sowie fur indirekte
Schéaden und Folgeschaden, wie entgangener Gewinn oder Anspri-
che Dritter, ist ausgeschlossen.Die Bank tbernimmt keine Haftung
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fur nicht fristgerecht oder nicht vollstandig ausgefuhrte Auftrage und
damit zusammenhangende Schéaden, insbesondere durch Kursver-
luste, soweit die ibliche Sorgfalt angewendet wurde.

14. Vollmachtsbestimmungen

Die Erméchtigung der Benutzer zur Inanspruchnahme der digitalen
Services behalt ihre Wirkung bis zu einem an die Bank gerichteten
Widerruf, ungeachtet anderslautender Veroffentlichungen und/oder
Handelsregistereintrage. Der Widerruf muss schriftlich erfolgen, wo-
bei die Bank das Recht - nicht aber die Pflicht - hat, auch einen
mindlichen Widerruf zu akzeptieren. Die Erméachtigung erlischt we-
der mit dem Tod, der Verschollenerklarung oder der Handlungsunfa-
higkeit des Vertragspartners noch mit der Handlungsunfahigkeit ei-
nes Benutzers.

15. Kundigung

Die Kundigung des digitale Banking Services-Vertrages kann jeder-
zeit ohne Einhaltung einer Kiindigungsfrist durch die Bank oder
schriftlich durch den Vertragspartner erfolgen.
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